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C entral bank digital currencies (CBDCs) have the 

potential to radically transform the American 

financial system—ultimately usurping the 

private sector and endangering Americans’ 

core freedoms. Although CBDCs have gained the atten-

tion of politicians, central bankers, and the tech industry, 

this experiment should be left on the drawing board. This 

paper provides a summary of why Congress should explic-

itly prohibit the Federal Reserve and the Department of the 

Treasury from issuing a CBDC.

WHAT  I S  A  CBDC?

A CBDC is a digital national currency.1 In the case of the 

United States, a CBDC would be a digital form of the U.S. 

dollar. Like paper dollars, a CBDC would be a liability of the 

Federal Reserve. But unlike paper dollars, a CBDC would 

offer neither the privacy protections nor the finality that 

cash provides. In fact, it’s precisely this digital liability—a 

sort of digital tether between citizens and the central bank—

that makes CBDCs distinctly different from the digital dol-

lars that millions of Americans already use (e.g., credit cards, 

debit cards, prepaid cards, and payment applications).

Currently, when consumers deposit money into their 

bank accounts, the deposits are liabilities of the banks. In 

other words, a bank owes a customer the money deposited 

in that customer’s account and is responsible for transfer-

ring it. In the case of a CBDC, however, the money would 

be a liability of the central bank. That is, the government 

(in the case of the United States, the Federal Reserve2)

would have the direct responsibility to hold, transfer, or 

otherwise remit those funds to the owner. This feature cre-

ates a direct link between citizens and the central bank—a 

radical departure from the existing American system in 

which private financial institutions provide banking ser-

vices to retail consumers.3
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PURPORTED  BENEF ITS 
AND  SER IOUS  R ISKS

Proponents claim that a U.S. CBDC would promote 

financial inclusion, spur faster payments, protect the U.S. 

dollar’s status as the world’s reserve currency, and make it 

easier to implement monetary and fiscal policy. Yet, even 

supporters acknowledge that a CBDC poses serious risks, 

such as threats to financial privacy and financial freedom, as 

well as to the banking system. In fact, public comment let-

ters already demonstrate high levels of opposition to a U.S. 

CBDC primarily because of these risks.4 As this brief dem-

onstrates, a CBDC would not provide any unique benefits to 

Americans compared to existing technologies, and its risks 

outweigh the purported benefits.

Financial Inclusion
Proponents claim that CBDCs would improve financial 

inclusion by providing a new source of financial ser-

vices for Americans without banking services, but most 

Americans already have access to the financial system. For 

instance, the latest Federal Deposit Insurance Corporation 

data show that more than 95 percent of American house-

holds have either a checking or savings account. Moreover, 

CBDCs do nothing to address the privacy and trust con-

cerns that Americans cite as reasons for not wanting a bank 

account.5 While some proponents argue that CBDCs would 

provide a payment option with zero credit and liquidity 

risk, those arguments miss that these zero risk features are 

not technology dependent. Rather, they are wholly due to 

government guarantees—guarantees that could be added 

to any payment option.

Faster Payments
Proponents claim that a CBDC could offer faster pay-

ments options. However, a CBDC provides no unique benefit 

compared to the existing developments in the private 

sector, including private fintech-based solutions such as 

stablecoins and private innovations such as the Real-Time 

Payments (RTP) Network. Incidentally, the RTP Network 

has yet to reach its full potential largely because the 

Federal Reserve (the Fed) decided to launch its own instant 

settlement network, FedNow. While proponents may claim 

otherwise, government officials in the United States and 

abroad have acknowledged that CBDCs offer no unique 

settlement advantages relative to existing alternatives, 

many of which already offer instant or nearly instant 

settlement speeds.6

World Reserve Currency
Proponents claim that a CBDC would preserve the dol-

lar’s status as the world’s reserve currency, but the dollar’s 

renowned status is owed to the strength of the American 

economy and its legal protections for private citizens rela-

tive to most other countries.7 The U.S. dollar is in no danger 

of losing its status simply because the Fed does not have a 

CBDC, especially if the countries launching CBDCs offer few 

of the economic and legal protections integral to the U.S. 

system. For example, China’s CBDC (the e-CNY) is unlikely 

to attract global demand considering the Chinese govern-

ment’s long history of violating property rights, financial 

privacy, and other human rights.8

Monetary and Fiscal Policy
Proponents argue that a CBDC would allow the gov-

ernment to fine-tune the economy with monetary and 

fiscal policy. Supposedly, a CBDC would provide such 

an opportunity by allowing the federal government to 

transfer money into and out of individuals’ accounts. The 

Fed could, for instance, impose penalty fees when people 

do not spend enough of their existing balances or transfer 

more funds to people when it desires to boost spending. 

Regardless of whether such policy actions could succeed 

in meeting macroeconomic goals, using a CBDC in this 

manner would require a ban on all private monetary alter-

natives, including cash, such that Americans must directly 

depend on the federal government to receive (and main-

tain) their funds.

Financial Privacy
Americans have a right to privacy that is protected by the 

Constitution, but laws designed to counter terrorism, deter 

money laundering, and collect taxes provide the govern-

ment with the ability to conduct large-scale surveillance 
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of citizens’ financial information without so much as a 

warrant.9 A CBDC could easily remove what little protec-

tions remain because it would give the federal government 

complete visibility into every financial transaction by 

establishing a direct link to each citizens’ financial trans-

actions.10 If the federal government maintains the existing 

laws that require financial institutions to gather customers’ 

personal information and police private transactions, there 

is no reason to believe that a CBDC will operate without 

such controls, especially given that a CBDC directly connects 

people to the central bank.

Financial Freedom
The threat to freedom that a CBDC might pose is closely 

related to its threat to privacy. With so much data in hand 

and consumers directly connected to the central bank, a 

CBDC would provide countless opportunities for the gov-

ernment to control citizens’ financial transactions.11 Such 

control could come in the form of prohibiting and limiting 

purchases, spurring and curbing purchases, or freezing 

and seizing funds. The possibilities for the program-

mability of a CBDC are virtually limitless. In the case of 

government-mandated lockdowns during a pandemic, for 

instance, a CBDC could be programmed to only exchange 

with “essential” businesses or alert the authorities when 

citizens incur travel expenses. The potential for abuse of 

power, such as freezing the financial accounts of peaceful 

political protesters, is also virtually limitless.12 For years, 

governments have used the financial system to control 

citizens.13 Introducing a CBDC would make that control 

both easier and faster to achieve.

Free Markets
There is also a risk that a CBDC could undermine the very 

foundation of financial markets. Federal Reserve vice chair 

Lael Brainard explained in a speech:

If a successful central bank digital currency were to 

become widely used, it could become a substitute for 

retail banking deposits. This could restrict banks’ abili-

ty to make loans for productive economic activities and 

have broader macroeconomic consequences. Moreover, 

the parallel coexistence of central bank digital currency 

with retail banking deposits could raise the risk of runs 

on the banking system in times of stress and so have 

adverse implications for financial stability.14

It is, therefore, hardly surprising that major banking and 

credit union associations are publicly opposed to CBDCs.15 

There is also no doubt that CBDCs undermine the efficacy 

of private cryptocurrencies (including stablecoins), a new 

source of competition to the legacy payments system.16 

Globally, nations’ actions have demonstrated that each 

wants a CBDC specifically to bolster its monopoly over its 

national currency. For instance, China banned cryptocur-

rencies just as its CBDC was launched; India announced its 

plans for a CBDC while simultaneously calling for a ban on 

cryptocurrency; and Nigeria prohibited banks from cryp-

tocurrency transactions just as it launched its CBDC. It is 

already clear that CBDCs threaten these markets.

Cybersecurity
Another concern with a CBDC is the central storage 

of financial information. Federal Reserve vice chair Lael 

Brainard, for example, has warned that “putting a cen-

tral bank currency in digital form could make it a very 

attractive target for cyberattacks by giving threat actors a 

prominent platform on which to focus their efforts.”17 As 

recent history has shown, the federal government is not 

immune from hacks or data breaches: the Fed had more 

than 50 cyber breaches between 2011 and 2015.18 The Fed 

even fell victim to a successful hack when $101 million 

was stolen in a cyberattack via the Bank of Bangladesh.19 

While the private sector is not immune from cyberat-

tacks, a breach at a private financial institution would only 

affect a fraction of citizens whereas a breach of a single 

federal database could jeopardize all citizens’ private 

information.20

RECOMMENDAT IONS  FOR  CONGRESS

To prevent the risks to financial privacy, financial free-

dom, free markets, and cybersecurity that a CBDC would 

pose, Congress should explicitly prohibit the Federal 

Reserve and Treasury Department from issuing a CBDC in 
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